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Open Source Security Recommendations

• Always keep up to date with all upstream programs
  - Insist on stable upstream program releases
Open Source Security Recommendations

• All programs / devices must always be update-able in the field
  - If not, they are instantly insecure and obsolete
Open Source Security Recommendations

• Continuously test all updates and releases
  – Testing plan must be in place from very beginning
Open Source Security Recommendations

• Do NOT rely on CVE/NVM notices
  – Can be used as a nice hint
Open Source Security Recommendations

• Always report problems found to upstream developers
  - A bug is a bug is a bug